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Introducing Kaspersky Security Center 9, our comprehensive, 
unifi ed management console. On one hand, providing the 
administrator with broad, holistic visibility – but at the same 
time taking IT security controls to a never-before-seen granular 
level.  There is no better way to manage risk in a more 
pre-emptive fashion. At the intersection of maximum IT fl exibility 
and business productivity – is where Kaspersky Security 
Center 9 resides! 

Be Ready for What’s Next!

Refreshed Dashboard Views and Useful Information - 

A highly intuitive, improved GUI gives the administrator 

actionable information in their line-of-sight.

Key Features of Kaspersky Security Center 9

Support for Virtualized Environments - Recognition of 
virtual machines in the corporate administration structure.  
Also includes automatic load optimization when the product 
performs intensive operations on virtual hosts.

Automated Virtual Lifecycle Processing - 
Kaspersky Security Center 9 automatically detects, 
creates, and removes non-persistent virtual machines.

Vulnerability Scanner - A useful tool for hardware and 
software asset reporting, this scanning tool is tuned to fl ag 
vulnerabilities to potential zero-day attacks. Includes an 
automated virtual patching feature.

Web Interface - Remotely manage, monitor and report on 
key events from a fl exible and accessible interface.

Mixed Environment Support - Unmatched support for operating systems including Windows, 
Netware, Linux, Macintosh, VMWare, Lotus Notes/Domino, Exchange, Android, Blackberry and 
Windows Mobile.

Pre-Defi ned Policies - Follow best practices with Kaspersky‘s pre-confi gured policies or create 
your own.

Automated mobile policies - Kaspersky Security Center 9 allows you to set and enforce policies 
automatically  when protected mobile devices leave the corporate network. Perfect for protecting a 
highly-mobile workforce.

Support any size network - Whatever size infrastructure, Kaspersky Security Center 9 offers 
deployment and management tools, fl exible policy options and robust reporting for small to medium 
businesses or large enterprises.

•  Remotely deploy 
Kaspersky to your 
network endpoints

•  Centrally manage your 
Kaspersky protected 
devices

•  Monitor your security 
status and report on 
events and vulnerabilites
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We invite you to take the Kaspersky Challenge today! 
Try Kaspersky on your network or test lab for 30 days. If 30 days goes by and your incumbent 
software is keeping up with Kaspersky, then you can feel validated that you’re adequately protected. 
But you should also test Kaspersky’s management, automated tools, reporting and dashboard for 
fl exibility and ease of use. Experiment with Kaspersky on your smartphones and other mobile 
devices. Does Kaspersky adapt to your complex network better? Are you able to use less staff 
resources to manage the Kaspersky deployment? 

We encourage you to discuss your options with your solution provider, 
or contact us via email at smbsales@kaspersky.com or by phone at (866) 477-0347.

For a free 30-day trial and to take the Kaspersky Challenge, visit our website at kasperskychallenge.com. 

Powerful Control Tools:

Device Control – Allows granular control of external device 
operations - enforces your usage policies and reduces the risk 
of data loss.

Vulnerability Scanning – Avoid potential exploits by identifying 
system weak points, missing patches and neglected application 
and OS updates.

Application Startup Control – Provides administrators the 
ability to grant, block and audit application launches.

Application Privilege Control – Applies restrictions to various 
actions of applications in the operating system as well as rights 
to access computer resources.

Web Control and Content Filtering – Monitoring and fi ltering 
users’ browser activities by category, content and data type 
regardless of workstation location.

Administration Server Requirements:

Software Requirements

Microsoft® Data Access Components (MDAC) 2.8+
Microsoft® Windows® DAC 6.0 
Database management system: 
Microsoft® SQL Server Express 2005, 2008, 2008 R2
Microsoft® SQL Server® 2005, 2008, 2008 R2
MySQL Enterprise. 
Microsoft® Windows Server® 2003+ , 2008+
Microsoft® Windows® XP Professional SP2+
Microsoft® Windows Vista® SP1+
Microsoft® Windows® 7+

Hardware

1 GHz or higher 
512 MB Ram
1 GB Available disk space

Administration Console Requirements:

Software Requirements

Microsoft® Management Console 2.0 or later
Microsoft® Windows® XP
Microsoft® Windows Server® 2003, 2008, 2008 R2
Microsoft® Windows Vista® * 
Microsoft® Windows® 7 **
* requires installed Microsoft® Internet Explorer® 7.0 or later.
**requires installed Microsoft® Internet Explorer® 8.0 or later

Hardware

1.4 GHz or higher 
512 MB RAM
1 GB of available disk space

Network Agent & Update Agent Requirements:

Software Requirements

Microsoft® Windows® operating system
Linux
Mac OS

Hardware

1.4 GHz or higher 
512 MB RAM
32 MB available disk space for Network Agent
500 MB available disk space for Update Agent

 This product is supplied at no cost and is included with 
Kaspersky Open Space Security solutions. You can also download 
it from the Kaspersky Lab website (http://www.kaspersky.com)


